
Monthly Meeting

July 24, 2019

Central Maryland Chapter Sponsors: 

Zscaler, Clearswift, LogRhythm, Parsons Cyber, 

Phoenix TS, Tenable



Please respect the speakers and other members, 

Silence or turn off cell phones and electronic devices,

No video or audio recordings.

Questions are welcome; please keep them on-topic and brief. Further 
discussion should be taken off-line with the presenters so as to allow 
them the courtesy of being able to finish their presentations within the 

allotted time without being rushed.

Sidebar discussions should be constrained. If you must discuss 
something, allow your fellow members (and the presenter) the courtesy 

of doing so outside or on break. 
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Agenda / Announcements

➢Welcome to The Hub Spot

➢Any guests or new members in 
attendance?

➢(ISC)2 CPE Submissions – Individual 
Responsibility

➢CISSP Chapter Badges / Shirts and 
Jackets with ISSA-Central MD Logo

➢CISSP & Study Group

➢Future Meeting schedule
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Board of Directors
❖ Bill Smith, Jr., CISSP, GSNA, CEH, GPEN, GCFA, GCFE -

President

❖ Sidney Spunt, CISSP - VP Operations

❖ Zac Lechner, CISSP, CEH, MBA – Secretary

❖ Carol Klessig, CISSP - VP Professional Development

❖ Kevin Newman, CISSP – VP Education

❖ Jack Holleran, CISSP, CAP, (ISC)2 Fellow– Treasurer

❖ Steve Chan, CISSP, PMP – VP Membership

❖ Keith Bull, CISSP - VP Outreach
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Central Maryland Chapter Sponsors

Central Maryland Chapter Sponsors: 

Zscaler, Clearswift, LogRhythm, Parsons Cyber, 
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http://www.parsons.com/about-parsons/Pages/default.aspx


Chapter Dues

• Not collected with annual ISSA renewal

• E-mail sent to all affected members

• Please submit payment to Chapter

• ISSA International will invoice members

• OK to pay International,

• Please let us know so we can track

THANK YOU !!
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Fall 2019 CISSP Study Group

Start: September 3, 2019

End: December 3, 2019

UMBC Training Center

Review and Practice Exam

14 Sessions Total
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SAVE THE DATE!!

January 29, 2020

8:30-4:00 pm

USRA, 7178 Columbia Gateway Drive, Columbia, Md

Looking for Speakers and Sponsor

$100, $90 for ISSA Members

More details soon!!

Central Maryland ISSA Chapter 

Information Security Conference



ISSA 2019 Meetings and Events

Date Speaker Organization Topic

July 24, 2019 Courtney Chau Varonis Systems Attackers Prey on Uncertainty: 

How to Fail at Threat Detection

August 18, 2019 Tom Hallewell ISSA DC Chapter Fail Secure: 20 Ways to 

Undermine Your Security 

Program

September 7, 2019 Breakfast Mtg. 0700 TBD

September 25, 2019 Branko Bokan DHS .govCAR initiative.

October 16, 2019

November 20, 2019 Michael Long II Mitre ATT&CK Team

December 18, 2019

January 29, 2020 Central Maryland ISSA Chapter Information Security Conference
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August 18, 2019 Speaker

Tom Hallewell

Tom Hallewell works for the Government. He's also VP of Programs for 

ISSA-DC. He's worked in just about every area of cybersecurity, and

has the scars to prove it. Hopefully this talk will help you avoid getting 

them yourself. Tom Hallewell is the VP of Programs and Event for the 

ISSA DC Chapter
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Courtney Chau Systems Engineer, CISA



August 18, 2019

Fail Secure: 20 Ways to Undermine Your Security Program

There's policy, and then there's reality. All too often, security teams find their 

efforts overridden or bypassed. Here's some unconventional wisdom and tips 

on how to engage your stakeholders and keep your program moving forward.
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July 24, 2019 Speaker

Courtney Chau, Systems Engineer, Varonis Systems

Bringing a diverse business and technical skill set, Courtney Chau has had the privilege of working with an 

elite list of clientele in the Cyber Security & Information Technology sector. Courtney’s commitment to 

continued learning and academic excellence provided the opportunity for a year of early completion at 

Virginia Tech with a B.S. in Business Information Technology, summa cum laude, and minor in Applied 

Business Computing. Courtney embarked on her professional journey in IT Risk Assurance at the 

multinational professional services network firm PricewaterhouseCoopers (PwC), providing superior client 

relationship management to cultivate efficient and innovative business solutions. She collaborated with 

multiple teams, inter-company lines of service, clients, and client third-party service organizations for 

multiple projects regarding interfaces/configurations, key reports, SDLC, and other IT general controls. 

Following this, Courtney served Darktrace as a Cyber Defense Technology Specialist to manage 

deployments and incident responses, ranging from small business to global firms across a variety of 

industries. She mentored a team of engineers and holds substantial experience covering a global territory. 

Presently, she works with Varonis to serve the data security needs of large enterprise customers.
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Courtney Chau Systems Engineer, CISA



July 24, 2019

Attackers Prey on Uncertainty: How to Fail at Threat Detection

It takes a lot of visibility and context to detect and respond to sophisticated 

threats. Attackers usually target data, where enterprises have the least visibility 

and most uncertainty. In this session, we’ll explore new, sophisticated threats 

from inside and out, demonstrate how easy it is for adversaries to bypass 

traditional controls, and present a methodology to better protect data at scale, 

improve threat detection, and reduce uncertainty.
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