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Agenda / Announcements

Welcome to Parsons, 
 7110 Samuel Morse Drive, Suite 200 Columbia, 

Maryland 21046 

 Non-U.S. Citizen Requirements

Any guests or new members in attendance?

(ISC)2 CPE Submissions – Individual 
Responsibility

CISSP Chapter Badges / Shirts and Jackets 
with ISSA-Baltimore Logo

CISSP & CCSP Study Group

Future Meeting schedule
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Board of Directors
 Bill Smith, CISSP, GSNA, CEH, GPEN, GCFA, GCFE - President

 Sidney Spunt, CISSP - VP Operations

 Kevin Drury, CISSP – Secretary

 Lorenzo Thweatt, CISSP - VP Professional Development

 Rod Zwainz, CISSP, PMP - VP Education

 Phil Rogofsky, CISSP, Network+, CPA – Treasurer

 Steve Chan, CISSP, PMP – VP Membership

 Paul Misner, CISSP – VP Outreach
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New Members

Since May 2016 Meeting

289 Total Members 

Patty Arcano

Jacob Belyna

Jennifer Blake

Favour Olawale
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CISSP Study Group

Start: September 13, 2016

End:   December 13, 2016

Review and Practice Exam

12 Sessions Total
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CCSP Study Group

Start: April 18, 2016

End:   May 30, 2016

7 Sessions Total
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Future International Conferences

2017

October 10-11, 2017

San Diego, California

2018

October 16-17, 2018

Atlanta, Georgia

Central Maryland Chapter Sponsors: 

Bay Dynamics, Clearswift, Forcepoint, LogRhythm, 

Parsons Corporation, Phoenix TS, Red Owl Analytics, Tenable Network Security



ISSA Intl SIGs – SIGs@ISSA.org

❖ Financial SIG

19 AUG 2016, 09 DEC 2016

http://www.issa.org/events/event_list.asp?show=&group=149374

❖ Healthcare SIG

23 JUN 2016, 09 SEP 2016, 15 DEC 2016
http://www.issa.org/events/event_list.asp?show=&group=113709

❖ Security Awareness

14 SEP 2016
https://www.issa.org/events/event_list.asp?show=&group=106836



CONNECT Events

 SANS Baltimore 2016 – CONNECT EVENT

Sheraton Inner Harbor

 Tuesday, October 11th, 2016

 6:00 – 7:00 PM Networking Event

 7:15 – 9:15 PM BONUS Cyber Sessions

 SANS CYBER DEFENSE INITIATIVE 2016 – CONNECT EVENT

Grand Hyatt Washington

 Washington DC

 Tuesday, December 13th, 2016

 6:00 – 7:00 PM

 7:15 – 9:15 PM BONUS Cyber Sessions



ISSA 2016 Meetings and Events

Date Speaker Organization Topic

June 22. 2016 Dawn Greenman Johns Hopkins APL Preparing for DFARS 

Compliance

July 27, 2016 Ana Rada-George ForcePoint Data Loss Prevention

August 24, 2016 Joe Quigg Bay Dynamics Big Data Security

Sept. 28, 2016 Bryan Wentworth Imperva Cyber Security
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July 27, 2016 Special Meeting Event



Mark Goldstein is CISO for Forcepoint responsible for assisting with security and privacy challenges 

faced by all organizations and offering strategic advice on applying technology to meet the challenges.

With a career in cybersecurity and privacy spanning over 20 years, Goldstein has an array of 

experience in IT, security, sales, marketing, customer support, legal, and privacy in commercial 

enterprises. Goldstein worked at America Online for over a decade leading customer-facing 

cybersecurity programs before becoming a cybersecurity consultant advising financial institutions, 

commercial customers, government contractors, trade associations, and the Department of Homeland 

Security.

Goldstein founded the “Malvertising Working Group.” Goldstein is a senior advisor for the Online Trust 

Alliance, a mentor at MACH37 (cybersecurity incubator), and a member of the Northern Virginia Tech 

Council’s Cybersecurity & Privacy Committee, Industry Botnet Group, as well as Infragard. Goldstein 

holds the CIPP and CISSP certifications along with a MBA from American University.

July 27, 2016 Speaker

Mark Goldstein
Deputy Chief Information Security Officer for Forcepoint

Central Maryland Chapter Sponsors: 

Bay Dynamics, Clearswift, Forcepoint, LogRhythm, 

Parsons Corporation, Phoenix TS, Red Owl Analytics, Tenable Network Security



Insider threats have the upper hand in many organizations and IT Security staffs can 

easily be overwhelmed by the noise of false alerts caused by multiple tools that don't 

talk to each other. These well-intentioned tools end up adding more complexity, less 

security and allowing insider threats to go undetected. Learn how best to identify and 

stop insider threats before a breach occurs and confidential data can be stolen. We'll 

share valuable insights into how you can build a world class program to keep your 

data safe from insider threats, including:

* Today's Insider Threat landscape

* 9 Steps for building an effective Insider Threat Defense Program

* Behavioral Analytics + Context = Security Operation Optimization

Keep insider threats at bay from the inside out.

July 27, 2016 Topic

Insider Threat
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Dawn has over 20 years of IT, project and program management 

experience with the last 4 years focused on Cybersecurity. Dawn is 

currently tasked with compliance activities to meet new DFARS 

Cybersecurity requirements facing DoD contractors.

June 22, 2016 Speaker

Dawn M. Greenman
Acting Program Manager Cybersecurity, JHU/APL 
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After the OPM breach last summer, DoD contractors and their subs were hit, 

practically overnight, with new Cybersecurity requirements added to contracts 

through DFARS Clause 252.204-7012 “Safeguarding Covered Defense 

Information and Cyber Incident Reporting”. Working through the obscure 

wording, coming to consensus on the interpretation of these new cybersecurity

controls and then planning and paying for deployment of multifactor 

authentication to be compliant by the December 31, 2017 deadline is a challenge 

for any DoD contractor and subcontractor.

In this session, you will learn a little about the new DFARS Cybersecurity 

requirements (and NIST 800-171) and hear some insight into the steps JHU/APL 

followed to work through the process.

June 22, 2016 Topic

New DFARS Cybersecurity Requirements for Defense Contractors
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