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Agenda / Announcements

Welcome to Parsons, 
 7110 Samuel Morse Drive, Suite 200 Columbia, 

Maryland 21046 

 Non-U.S. Citizen Requirements

Any guests or new members in attendance?

(ISC)2 CPE Submissions – Individual 
Responsibility

CISSP Chapter Badges / Shirts and Jackets 
with ISSA-Baltimore Logo

CISSP Study Group

Future Meeting schedule
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Board of Directors
 Bill Smith, CISSP, GSNA, CEH, GPEN, GCFA, GCFE - President

 Sidney Spunt, CISSP - VP Operations

 Kevin Drury, CISSP – Secretary

 Lorenzo Thweatt, CISSP - VP Professional Development

 Rod Zwainz, CISSP, PMP - VP Education

 Phil Rogofsky, CISSP, Network+, CPA – Treasurer

 Steve Chan, CISSP, PMP – VP Membership

 Paul Misner, CISSP – VP Outreach
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Baltimore Chapter Sponsors
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New Members

Since November 2015 Meeting

298 Total Members 

ISSA-Baltimore Sponsors: 

CyberCore Technologies, Phoenix TS,

Parsons, Tenable Network Security, Bay Dynamics

Stanina Akonnor

David Bennett

Brian Billock

Alvin Blesson

Rubin Espinal

Keith Gill

Michael McGovern

Mark LaBella

Tim Linthicum

Timothy Muniz

Devin Mutlu

Sam Nachman

Rene Ruiz

Megha Ruparelia

Jaron Shaul

Frank Sines

Brian Tague

Kimberly Troy

August Winterstein, IV

Lorenzo Thweatt
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CISSP Study Group

Start: January 12, 2016

End :  March 22, 2016

11 Sessions Total



Call for Articles for the ISSA Journal

➢2016 Editorial Calendar -- now available

➢http://c.ymcdn.com/sites/www.issa.org/resource/resmgr/journalpdfs/issa_editorialcalendar2016.pdf

➢Friends of Authors:

•http://www.issa.org/default.asp?page=AuthorSupport

Email: editor@issa.org
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ISSA Intl Special Interest Groups (SIGs)

❖ Financial SIG

- 02/05/16 – Save the Date

- 04/29/16 – Save the Date

❖ Security Awareness

- 01/27/16: Muddu Sudhakar, VP & GM Security at Splunk

- 03/16/16 – Save the Date

❖ Women In Security  

- See Separate slide 

Contact Us at SIGs@ISSA.org
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➢ Webinars Monthly

- 02/08/16: Dr. Shahnaz Kamberi

- 03/14/16: Ms. Domini Clark

- 04/11/16: Ms. Tiffany Gasbarrini

➢ WIS SIG Monthly ISSA Journal Columns

- Ongoing need for monthly column authors

➢ SIG Liaison Personnel Needed for Strategic 

Partner Events, Outreach, and Volunteer Sourcing

Contact Us at WISSIG@ISSA.org
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ISSA Int’l Annual Conference

 Survival Strategies in a Cyber World

 November 2-3, 2016

 Hyatt Regency Dallas

 Dallas, TX, USA

o Call for speakers opens Feb 1, 2016

o Speaker submissions due Mar 18, 2016
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ISSA Education Foundation

Scholarship Opportunities

Contact ISSA:

information@issa-foundation.org
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ISSA 2016 Meetings and Events

Date Speaker Organization Topic

Jan. 27, 2016 Hugh McLaurin Securis Secure Data Destruction

Feb. 24, 2016 Mike Wise Bay Dynamics Vendor Risk Assurance

Mar. 14, 2016 Jack Johnson Mark Monitor Social Engineering

Apr. 27, 2016 Larry G. Wlosinski Veris Group Mobile Device Security
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ISSA Baltimore March Meeting

March 14, 2016

5:00 PM thru 9:00 PM

Jailbreak Brewing Company

9445 Washington Blvd N, Suite F

Laurel, MD 20723



Hugh McLaurin is the owner of Securis Central Maryland, which specializes in responsibly recycling 

decommissioned IT assets and electronics equipment, and securely destroys all forms of data storage media to 

prevent it from being compromised.

Before joining the Securis network, Mr. McLaurin had a 35-year career in the federal government, including 11 

years in the Senior Executive Service.. Mr. McLaurin holds a bachelor ‘s degree in electrical engineering from 

the University of Maryland, and a master’s degree in engineering from Johns Hopkins University.

Mr. McLaurin fulfilled a longstanding desire to build a business from the ground floor up by becoming one of the 

first Securis franchisees. His Securis territory, which includes Howard, Montgomery, Carroll, Frederick and 

Washington Counties in Central Maryland, is very familiar territory for him, having grown up in Montgomery 

County, living for many years in Carroll County, and currently living in Howard County. Strong ties to many 

people, communities, institutions and businesses in all five counties make him eager to serve a broad spectrum of 

customers across this territory.
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January 27, 2016 Speaker

Hugh McLaurin, CSDS
Owner, Securis Central Maryland



Companies, government institutions and individuals expend a great deal of time and resources 

protecting sensitive data from being accessed by unauthorized individuals with often malicious 

intent. As data breaches have become more common and visible with the growth of global 

networking, with increasingly damaging results, new tools and CyberSecurity industries are 

rapidly evolving to protect against the seemingly constant threat of data breaches.

But at the end of the day, when it's time to upgrade or replace IT assets that often contain 

enormous amounts of data, protection of that data cannot be an afterthought. From desktops, 

servers and laptops containing traditional hard drives to mobile technologies with solid state 

storage devices, companies and institutions need a rigorous strategy for securely destroying data 

media so it won't fall into the wrong hands once it has left the building.

In this presentation, Mr. McLaurin will discuss the various factors involved in protecting data in 

decommissioned assets, including classified data, and the tools and methods used in an evolving 

regulatory and technological environment.
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Protecting Data in Decommissioned IT Assets: 

Factors, Tools and Methods


