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Board of Directors
 Bill Smith, CISSP, GSNA, CEH, GPEN, GCFA, GCFE -

President

 Sidney Spunt, CISSP - VP Operations

 Nicholas Green, CISSP, CISA, CIA – Secretary, Webmaster
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 Steve Chan, CISSP, PMP – VP Membership

 Glenn Townson, CISSP-ISSEP – VP Outreach
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New Members

Since October Meeting

269 Total Members 

Kevin Drury

Melissa McCoy
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Announcements

 Any guests or new members in attendance?

 (ISC)2 CPE Submissions – Individual Responsibility

 January thru March meetings at CyberCore Technologies

 April meeting at Parsons

 Chapter Badges / Shirts and Jackets with ISSA-Baltimore Logo

 CISSP Study Group
 Spring 2014 – March 4th thru June 3rd

 Fall 2014 – September 2nd thru December 9th

 Amazon Affiliates program

 LinkedIn Group

 Facebook Page – “ISSA-Baltimore Chapter”

 Engineering, Security and Project Professionals Conference

 Future Meeting schedule
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4-Mar-14 Kickoff for CISSP

11-Mar-14 Information Security Governance & Risk 

Management

18-Mar-14 Security Architecture & Design

25-Mar-14 Access Control

1-Apr-14 Physical & Environmental Security

8-Apr-14 Cryptography Part 1

15-Apr-14 Cryptography Part 2

22-Apr-14 Security Operations

29-Apr-14 Software Development Security

6-May-14 Business Continuity & Disaster Recovery

13-May-14 Telecommunications & Network Security Part 1

20-May-14 Telecommunications & Network Security Part 2

27-May-14 Legal, Regulations, Investigations and  

Compliance

3-Jun-14 Practice Exam / Review

2-Sep-14 Kickoff for CISSP

9-Sep-14 Information Security Governance & Risk 

Management

16-Sep-14 Security Architecture & Design

23-Sep-14 Access Control

30-Sep-14 Physical & Environmental Security

7-Oct-14 Cryptography Part 1

14-Oct-14 Cryptography Part 2

21-Oct-14 Operations Security

28-Oct-14 Software Development Security

4-Nov-14 NO MEETING - ELECTION DAY

11-Nov-14 Business Continuity & Disaster Recovery

18-Nov-14 Telecommunications & Network Security Part 1

25-Nov-14 Telecommunications & Network Security Part 2

2-Dec-14 Legal, Regulations, Investigations and  

Compliance

9-Dec-14 Practice Exam / Review

ISSA-Baltimore CISSP Study Group

2014 Projected Schedule
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THE ENGINEERING SECURITY PROJECT 
PROFESSIONAL CONFERENCE

First ever joint ISSA, IEEE and PMI conference will be held 
in College Park.  Registration opens on January 10, 2014.
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ISSA Update

FYI: January 2014



Are You Going to
RSA® Conference US? 

ISSA Member Reception 
Tuesday, February 25 

6:00 to 7:30 pm

Moscone Center • San Francisco, California

Sign Up Today! www.issa.org
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ISSA International Events

Security Reflections of 2013 and Predictions for 2014
Tuesday, January 28, 2014

Start Time: 9:00 a.m. US Pacific/ 12:00 p.m. US Eastern/ 5:00 p.m. London
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Presenting the Business Case for Information Security
February 22-23, 2014

San Francisco, California



Save the Date!

October 22-23, 2014

Disney Contemporary Resort • Orlando, Florida - US
www.issaconference.org
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Gain Visibility: Write an Article 

March: Legal, Privacy and Ethics

April: Security and Cloud Computing 

Share your practical, solution-based expertise

Earn CPE Credits (check with your certifying body)

www.issa.org
Deadline: 1st Day of Preceding Month
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Refer a Member
Win a $500 Apple Gift Card!

Give Your Colleagues the Opportunity 
to Connect and Develop Professionally

Ask them to include your name on their applications. 
You will be entered into a quarterly drawing.



2013 Upcoming Meetings

Date Speaker Organization Topic

Jan 22 Brian Hubbard G2 National Cybersecurity Framework

Feb 26 MicroSoft TBA

Mar 26 Dr. Ronald Ross NIST Latest NIST Standards and Guidance

April 23 Mike Nichols General Dynamics TBA

May 28 Mark Bennett File Trek Behavioral Analytics for Intellectual Property Protection

June 25, 2014 Rick Howard TASC Hacktivision

July 23, 2014 Wayne Beekman Information Concepts Getting Requirements Right the First Time

August 27, 2014 Billy Austin Iscanonline

September 24, 2013 Bob West CipherCloud Cloud Security Management
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Brian Hubbard

Account Manager, G2

National Cybersecurity Framework

In February, 2014, the National Institute of Standards and Technology (NIST) will release the final 

form of the Cybersecurity Framework, in response to President Barak Obama’s  Executive Order 

(EO) 13363 “Improving Critical Infrastructure Cybersecurity” (February, 2013). EO 13363 directed the 

federal government to work with industry leaders to develop a voluntary Framework to reduce cyber 

risks to America’s critical infrastructure. The Framework consists of standards, guidelines, and best 

practices to promote the protection of critical infrastructure. The prioritized, flexible, repeatable, and 

cost-effective approach of the Framework helps critical infrastructure owners and operators to 

manage cybersecurity-related risk while protecting business confidentiality, individual privacy and 

civil liberties.
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